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Abstract

The rise of the crypto economy brings promises and perils to the venture capital industry. Distributed ledger technologies offer new investment opportunities to venture capitalists (VCs). Traditional VCs are gradually diversifying their portfolios to invest in crypto-assets and blockchain technology projects, as well as launching crypto-centric funds. Simultaneously, venture capital funds are developing various hybrid financing models to adopt and imitate the fundraising mechanism of initial coin offerings. However, the polymorphous and evolving features of crypto-assets also introduce new risks to the venture capital market. The paper therefore examines the emerging models in the venture capital crypto landscape, identifies the new risks, and examines the current regulatory and contractual solutions. The paper also proposes recommendations for the venture capital crypto landscape going forward, including heightened regulations on crypto-centric funds and fund managers.
I. Introduction

Blockchain technologies are transforming the landscape of the financial industry.¹ Initial coin offerings (ICOs), also referred to as ‘token sales’ or ‘initial token offerings’ have become a burgeoning method for start-ups to raise financing directly from public retail investors.² ICOs as a fundraising method are a creation of blockchain technology coupled with crowdfunding. ICOs operate in a digital space, using blockchain technology, where the ICO issuer (start-up company) releases tokens for a public offering and sells them either for cryptocurrency or fiat currency. Each issue of tokens is characterized by specific conditions which dictate what sort of rights, return or utility the investors can derive from the purchased tokens.³

At the heart of the ICO funding model is a promise to utilize blockchain technology and smart contracts to enforce financial contracting via the underlying code. Instead of mediating the transactional relationship by regulations and contracts, the fundraising process is said to be carried out via deterministic code (smart contracts) that automates the relationship between the ICO issuer and investor. The concept of smart contracts was introduced by Nick Szabo who defined them as ‘a set of promises, specified in digital form, including protocols within which the parties perform

¹ Blockchain technology can be considered as a form of a distributed ledger technology. The U.K.’s Financial Conduct Authority describes distributed ledger technology as ‘a set of technological solutions that enables a single, sequenced, standardized and cryptographically-secured record of activity to be safely distributed to, and acted upon by, a network of varied participants. This contrasts with a traditional centralised ledger system, owned and operated by a single trusted entity.’¹ (See Financial Conduct Authority, Discussion Paper on distributed ledger technology, Discussion Paper 2017, 10). A report by FINRA describes distributed ledger technology as ‘a distributed database maintained over a network of computers connected on a peer-to-peer basis, such that network participants can share and retain identical, cryptographically secured records in a decentralized manner’. (See Financial Industry Regulatory Authority (FINRA). 2017. Distributed Ledger Technology: Implications of Blockchain for the Securities Industry. Washington, DC: FINRA. As of Mar. 14 2017: http://www.finra.org/sites/default/files/FINRA_Blockchain_Report.pdf). Deloitte describes distributed ledger as a ‘technology that allows people who don’t know each other to trust a shared record of events’. This shared record, or ledger, is distributed to all participants in a network who use their computers to validate transactions and thus remove the need for a third party to intermediate. (see Deloitte, Blockchain: Enigma. Paradox. Opportunity, Deloitte LLP (2016), https://www2.deloitte.com/content/dam/Deloitte/uk/Documents/Innovation/deloitte-uk-blockchain-full-report.pdf. The present paper will use the term ‘blockchain technology’ and ‘crypto’, as a catchphrase for technological ledgers which chain token transaction records together into so-called ‘blocks’ using cryptographic signatures.

² An Initial Coin Offering (‘ICO’) is a new form of a financing method, whereby the issuing company offers cryptographically secured digital assets (usually called ‘tokens’) in exchange for fiat currency or other form of virtual currency.

³ The process of tokenization enables a new medium of exchange – crypto-assets. In simple terms, a crypto-asset is a privately issued currency or a medium of value, whereby the ICO issuer can set its terms and its utility function, and create a self-sustainable mini-economy with the ICO project at its heart. Not only can a token (which has no intrinsic value) be used as a medium of exchange in this micro-economy, it is also an intrinsic part of the blockchain technology itself, as it allows users to participate in the created economy.
To sustain the argument of self-regulation, ICO issuers painted a picture whereby they can design smart contracts for a specific purpose of collecting funds and distributing tokens. Consequently, in theory, smart contracts can substitute the traditional legal frameworks and embed consumer protection and securities regulation, while effectively managing agency risks and the information asymmetry between the contracting parties. However, this ideal construct does not reflect practical reality. Since 2013 (arguably when the first ICOs emerged), the ICO funding model has failed to deliver on these promises, and has instead brought about numerous investor risks. As Cohney et al. demonstrate, the underlying code effecting the token sale has failed to deliver on not just the ideational expectations, but also the whitepaper promises.5

Crypto-assets6 issued in ICOs are arguably the riskiest non-leveraged asset class investors may access at the moment. ICO issuers usually have no historical track record, and conduct their ICOs online across jurisdictions. Since ICOs are based on exchanging cryptocurrencies for tokens (equity-based or otherwise), the volatile price fluctuation of cryptocurrencies may make ICOs an uncertain means of raising capital.7 Moreover, because of its online nature, ICO investors have little bargaining power to protect themselves contractually and have no way to demand preference shares. Furthermore, there are no effective gatekeepers (such as auditors or credit rating agencies) in the ICO markets to ensure that only companies with legitimate prospects will be able to successfully complete the offer. The major risks of ICOs are largely brought about by: (1) the extreme uncertainty surrounding the volatility of crypto-assets, and implementation of the evolving blockchain technology and business ideas; (2) the high agency costs and the significant information asymmetry associated with ICOs;8 (3) the start-ups’ lack of substantial tangible assets

---

5 A whitepaper is a promotional document used by ICO issuers to describe the financing process and the blockchain product or service being developed, together with the functionality of the sold tokens in the blockchain product being developed. Shaanan Cohney et al., Coin-Operated Capitalism (July 17, 2018), COLUMBIA LAW REVIEW (forthcoming), https://ssrn.com/abstract=3215345.
6 See definition at note 17. Crypto economy as an abstract concept is used in this paper to denote an emerging sector of economy that is based on the technological innovations of bitcoin and distributed ledger technologies.
7 Indeed, in the span of 3 months from Dec. 2017 to Mar. 2018, the price of Bitcoin has swung from more than USUSD19,000 to less than USUSD6,000. (See historical figures of Bitcoin Price Index accessible at https://cointelegraph.com/bitcoin-price-index)
8 See Part IV of this paper.
and operational track records; (4) the lack of intermediaries for pricing and valuation; (5) cybersecurity risks; and (6) a lack of effective and qualified custodian solutions for crypto-assets.

However, although there is a broad consensus among practitioners and regulators that ICOs and crypto-assets pose significant investor risks, there is a lack of comprehensive regulation and enforcement measures on this market. The regulatory positions and responses to these risks vary across jurisdictions depending on the regulatory remit, the scale of the activities and their impact on investors.9 Furthermore, market institutions, including contractual designs, reputation, and insurance, have not yet been well-developed in this young and rapidly evolving market, adding to the problems of market integrity and investor protection.

Prior to the rise of ICOs, venture capital had occupied a niche market by filling a capital gap for early-stage, high risk, tech start-ups, while managing a pool of investments and adding value to these tech start-ups.10 Because of its unique nature which combines capital and expertise, venture capital is widely recognized as a powerful engine that can drive a nation’s innovation, job creation, knowledge economy, and macro-economic growth.11

The rise of the crypto-economy12 brings both promises and perils to the venture capital industry. By mid-2017, ICOs had surpassed angel and venture capital funding as a more efficient and less costly method of early-stage financing for blockchain tech start-ups.13 This trend is not stopping

---

11 Ibid.
12 Crypto economy as an abstract concept is used in this paper to denote an emerging sector of economy that is based on the technological innovations of bitcoin and distributed ledger technologies.
13 Seoyoung Kim et al., Crypto-Assets Unencrypted (Jan. 31, 2018), Journal of Investment Management (forthcoming); Notable ICOs are the DAO (raised USD152 million), Bancor (raised USD153 million), Filecoin (raised USD257 million), Tezos (raised USD 232 million), and EOS (raised USD185 million). Also see EY, Initial Coin Offerings (ICOs), EY Research (Dec. 2017), http://www.ey.com/Publication/vwLUAssets/ey-research-initial-coin-offerings-icos%24File/ey-research-initial-coin-offerings-icos.pdf.
and the number of ICOs launched world-wide in 2017 reached 342. In the first quarter of 2018, Coindesk reported a total of 202 ICOs with a 6.3 billion USD raised in funding. The market capitalization of all crypto-assets as of September 2018, including Bitcoin, is at a staggering 240 billion USD in value. In addition, crypto-assets have become a new investable asset class that is uncorrelated with any other asset class and is highly liquid, given that the crypto markets trade 24 hours a day. Simultaneously, the crypto market is experiencing significant capital inflow because the underlying blockchain technologies promise value creation at a massive scale. In 2018, this renewed interest by venture capital comes at a time when ICOs are experiencing a bear market following the ICO bonanza in 2017. Nevertheless, the market is still evolving with an increasing number of institutional investors gradually entering the space, more custodian solutions being offered, and more regulatory developments being proposed across jurisdictions.

Venture capital has developed a new interest in the burgeoning crypto market. Given the new opportunities and the significant liquidity and financial flexibility offered by crypto-assets, venture capitalists (VCs) are gradually diversifying their portfolios by directly investing in blockchain start-ups, creating hybrid funding models, or launching crypto-centric funds to invest in blockchain start-ups, crypto-assets and ICOs. This is evidenced by an estimated 300 new funds that have been set up or which have converted their strategy to be blockchain-focused in 2017-2018. The

---

17 There is no settled definition of crypto-assets. Terms ‘crypto-assets’, ‘digital tokens’ or ‘crypto-tokens’ are often used interchangeably to denote a new asset class. The present paper will adopt the term ‘crypto-assets’ for the purposes of clarity. A crypto-asset is a digital representation of value. In broad terms, a crypto-asset is a representation of a particular asset or a utility that is usually inherent to the functioning of a specific blockchain technology use-case. A particular crypto-asset can be used as a token to participate/utilise in a specific blockchain ecosystem, but simultaneously also as a financing medium through which ICO issuers raise capital from the future users of their blockchain product/service. Burniske and Tatar broadly classify ‘cryptoassets’ into: cryptocurrencies, cryptocommodities and cryptotokens. Cryptocurrencies are currencies within the traditional understanding fulfil three purposes – to serve as a means of exchange, store of value and unit of account. Cryptocommodities provide raw digital resources (computer power, storage). Cryptotokens function to orchestrate products and services (most commonly operating within applications built on blockchains such as the Ethereum). See Chris Burniske & Jack Tatar, Cryptoassets: The Innovative Investor’s Guide to Bitcoin and Beyond (McGraw-Hill, 2018).
18 The venture capital sector has also been exploring ways in which tokens may be employed as a new asset class since 2017. See Richard Kastelein, What Initial Coin Offerings Are, and Why VC Firms Care, Harvard Business Review (Mar. 24, 2017), https://hbr.org/2017/03/what-initial-coin-offerings-are-and-why-vc-firms-care.
19 Autonomous NEXT, #Crypto Utopia (2018), Autonomous NEXT, https://next.autonomous.com/crypto-utopia/. Another report by Outlier Ventures estimated that the VC investments in the blockchain space have surged from a total of USD900 million in 2017 to USD2.85 billion in 2018, a 316% increase. See Joel John, State of Blockchains Q3: The professionals have moved in with VC
crypto-funds\textsuperscript{20} control an estimated 7.5 - 10 billion USD of assets.\textsuperscript{21} VCs have also invested into crypto fund of funds (FOFs), and have used ICOs as a means of exiting their investments.\textsuperscript{22} Other venture capital firms have taken illiquid assets, and issued tradable crypto-assets that give investors rights in these assets (“asset-backed tokens”).\textsuperscript{23} Still others have raised capital for tokens, which will provide its investors with access to a portfolio of venture capital-backed companies\textsuperscript{24} or real estate.\textsuperscript{25} On the flip side, some crypto firms are setting up venture capital arms, focusing exclusively on ventures and projects relating to blockchain technology and crypto-assets.\textsuperscript{26}

The majority of academic literature in this space has focused on the topic of ICOs and the attendant regulatory uncertainties.\textsuperscript{27} Although there is literature focusing on the interaction between ICOs

\textsuperscript{20} A term used to denote funds that have adopted a crypto-strategy and are actively investing in blockchain start-ups and crypto-assets.

\textsuperscript{21} Autonomous NEXT, supra note 19.

\textsuperscript{22} See Part III of this paper.

\textsuperscript{23} JWC fund. See https://jwcventures.com/ (last accessed 20 Dec. 2018).

\textsuperscript{24} Andra Capital raised USD500 million for a token called Silicon Valley Coin, see Jeff John Roberts, How to Value Bitcoin and Invest in the Crypto Economy: New Advice from Chris Burniske, Fortune, (May 4, 2018), http://fortune.com/2018/05/04/ledger-burniske/

\textsuperscript{25} Fundplaces: https://www.businesstimes.com.sg/real-estate/singapore-firms-dip-toes-into-blockchain-tech-for-property

\textsuperscript{26} Examples include Huobi, see https://www.huobi.com/en-us/capital/ (last accessed Dec. 20, 2018).

and the venture capital industry, it is limited to comparisons between venture capital and ICO from an economic perspective.\(^{28}\) Thus, there is an academic lacuna on the new problems and risks arising from the VC’s involvement in the ICO market from a legal perspective. This paper fills the literature gap by discussing the new hybrid models and examining the problems and risks arising from VC’s involvements in ICOs and the crypto sector. The paper suggests that heightened regulatory responses, including regulatory warnings, guidance, and enforcement actions, would aid in reducing the regulatory uncertainty and transactional costs associated with VC’s involvement in the ICO market. Additionally, increased regulatory responses should also be complemented by various market mechanisms including contractual design, reputation and insurance that suit the special nature of the crypto sector. This would in turn facilitate a healthy and sustainable venture capital-crypto ecosystem.

The remaining parts of this article are structured as follows. Part II discusses the interaction between venture capital and the ICO model; Part III examines the novel or hybrid models and their accompanying risks. Part IV elaborates on the risks arising from the interaction between VC and ICOs. Part V proposes regulatory and market mechanisms that would help to address the risks and problems in this space. Part VI concludes.

II. The competitive interaction between venture capital and ICO model

The rise of ICOs has raised the possibility of this new funding model replacing venture capital as a more efficient way of financing start-ups. The ICO model is particularly attractive to issuers as an efficient and convenient way of fundraising. Issuers benefit from: (i) engaging the community by enabling an ordinary blockchain enthusiast to directly contribute to the business idea instead of

limiting the investment opportunity to accredited investors; (ii) lowering transactions costs associated with the ICO (since there is no need to hire underwriters, with the only costs being marketing and overseeing the ICO execution); (iii) avoiding the venture capital funding pitfalls of raising capital by stages at the expense of suffering a dilution; and (iv) community creation, whereby the digital outreach coupled with the ICO hype offers greater marketing exposure and concurrently engages early adopters who, in order to profit from their early investment, will strive to market the business idea to expand its adoption (and thereby capitalize on the benefits of the network effect).29

In line with this, crypto-assets have become a popular investment medium. The tokens themselves may grant the investor a right to use a product or service being developed, the right to sell the token on secondary markets, or voting rights. Investors will have different objectives in purchasing the tokens, such as to support the ICO project, to become involved in the management of the project, or to receive a return on the rising price of the tokens through a resale via secondary markets such as crypto-exchanges.30

More fundamentally, the disruptive effects of ICOs can be seen from the perspective of the ICO’s funding model substituting the intermediary role of venture capitalists. The mode through which capital is allocated is being decentralized as the blockchain technology democratizes access to investment opportunities. Indeed, the barriers to investing have disappeared as start-ups conducting an ICO can engage in global fundraising and disperse the high-risk venture by spreading it over a larger pool of investors. The increased flexibility is also evident in the asset model – traditional venture capital is a long-term lock-in equity investment for investors (i.e. LPs), which contrast with, the token model that enables investors to exit or adjust their positions with less restrictions.


30 For more on ICOs, see Dominika Nestarcova, Lifting the “digital token’s veil”: A critical appraisal of Initial Coin Offerings in Singapore, Centre for Banking & Finance Law, Faculty of Law, National University of Singapore, (July 2018).
There are various other reasons apart from the above promises and special features which may cause entrepreneurs and investors to prefer ICOs over venture capital. First, ICOs are more efficient than venture capital in raising finance from the public. By virtue of being marketed on online platforms, ICOs are able to tap on a global pool of potential investors. Further, ICOs are conducted online and without any intermediary between the investors and the fundraisers. By contrast, entrepreneurs have to present their business ideas to a substantial number of VCs and go through several rounds of negotiations before obtaining venture capital. Also, ICOs allow the start-up to raise funds from global investors, thereby eliminating geographical constraints and reducing transactional costs. In contrast, venture capital investment is typically geographically confined, which restricts start-ups’ access to funds if they are not situated in a venture capital-rich area. Second, ICOs are more liquid. Crypto-assets can be listed on any of the over 40 crypto-exchanges (e.g. Binance) for trading. Thus, investors may potentially get quick returns on their crypto-asset investment given the flexibility with which they can exit the market. By contrast, venture capital is much less liquid and may take 10 years or more before it exits via IPOs or M&A.

Nevertheless, the counter argument is that venture capital has not and will not be replaced by ICOs. First, and most importantly, unlike ICOs which only provide start-up capital to entrepreneurs, VCs contribute both financial and non-financial value to start-ups. VCs put enormous man-power into conducting due diligence of high-risk start-ups and provide the necessary mentorship and guidance to entrepreneurs regarding building sound revenue models and allocating capital efficiently.

Second, the information asymmetry in ICOs is more extreme than that of venture capital. ICOs typically occur at an even earlier stage and retail investors, who generally lack knowledge and...
expertise regarding the start-ups, often have nothing more than the whitepaper published by the start-up to inform their decision.\textsuperscript{36} This provides fertile ground for the entrepreneur to engage in opportunistic behaviour or even outright fraud.\textsuperscript{37} Also, unlike venture capital where there are many well-developed contractual techniques to reduce information asymmetry and agency costs, there is no equivalent mechanism in the ICOs context. For example, VCs typically do not provide all the necessary capital up front, and instead invest in stages.\textsuperscript{38} Staged financing incentivises the entrepreneurs to work harder in order to secure subsequent financing from VCs.\textsuperscript{39} By contrast, ICO is usually a one-time affair. As long as the target amount is raised, the project is considered successful. Further, ICO projects are start-ups and generally do not have reputational capital or past records that can be pledged for investor assurance. In fact, scams and fraudulent fundraising are common in the ICO context.\textsuperscript{40} Moreover, VCs may use their bargaining power to extract significant protective covenants from the start-up (e.g. dividend and liquidation preferences, nomination of director, veto rights in the board, etc).\textsuperscript{41} In particular, venture capital investors typically have the right to name a majority of a portfolio company’s directors even though their stock represents less than a majority of the portfolio company’s voting power. These VC-appointed board members exercise control over and thereby monitor the management of the portfolio company. By contrast, ICO investors do not have such disproportionate control rights in the invested projects, thus increasing agency costs. In fact, ICOs investors generally would not have the opportunity or expertise to bargain for such protections (and in any event would not be in the bargaining position to do so) given the online and one-sided nature of ICO contracting. In addition, the limited lifespan of venture capital cycles and reputation play important roles in mitigating the risks and constraining the behavior of the VCs.\textsuperscript{42}


\textsuperscript{39} Ibid.


\textsuperscript{41} See Gilson, supra note 34, at 1078-1087.

Third, it has been noted that ICOs are currently confined to a narrow market segment – that of blockchain or crypto start-ups. By contrast, venture capital invests into various kinds of high-tech start-ups. Meanwhile, ICOs are based on exchanging cryptocurrencies for tokens (equity-based or otherwise); the volatile price fluctuation of cryptocurrencies may make ICOs an uncertain means of raising capital, especially in instances of crypto-market volatility when the ICO issuers fail to convert the crypto-assets into fiat currencies. (Rapid devaluation can therefore pose a problem for product development).

Fourth, regulatory responses to ICOs vary widely from outright ban (such as in China and South Korea) to more permissive regimes (such as in Estonia and Malta). Even in jurisdictions which adopt a more permissive attitude to ICOs, regulation of ICOs is still at a nascent stage. Should stricter regulation be adopted in the future, this may increase the costs of using ICOs to raise capital, and may cause start-ups to fall back on VCs.

Lastly, as indicated in Table 1 and Table 2 below, venture capital remains a far more popular choice than ICOs for investors. This can be seen in Table 1, which compares the global funding volume between venture capital and ICOs on a quarterly basis between 2015 to 2018. It is acknowledged that this comparison may not constitute a fair representation of ICOs, which are mainly used for technology-related or blockchain-related investments. However, even confined to this sector, venture capital remains the preferred choice for investors. This can be seen in Table 2, which compares the global volume between VC-backed fintech funding and ICO funding.

Nevertheless, ICOs and venture capital are not necessarily mutually exclusive. Indeed, the following section illustrates the different models that the venture capital sector pursues to

---

capitalize on the ICO model and crypto-assets as a new asset class. The potential problems within these models will also be discussed.

Table 1 - Comparison of Volume of Funding raised through Venture Capital and ICOs

<table>
<thead>
<tr>
<th>Q1'15</th>
<th>Q2'15</th>
<th>Q3'15</th>
<th>Q4'15</th>
<th>Q1'16</th>
<th>Q2'16</th>
<th>Q3'16</th>
<th>Q4'16</th>
<th>Q1'17</th>
<th>Q2'17</th>
<th>Q3'17</th>
<th>Q4'17</th>
<th>Q1'18</th>
<th>Q2'18</th>
<th>Q3'18</th>
</tr>
</thead>
<tbody>
<tr>
<td>0.00</td>
<td>0.00</td>
<td>0.00</td>
<td>0.00</td>
<td>0.00</td>
<td>0.02</td>
<td>0.17</td>
<td>0.03</td>
<td>0.04</td>
<td>0.03</td>
<td>0.08</td>
<td>0.81</td>
<td>1.41</td>
<td>3.52</td>
<td>40.1</td>
</tr>
<tr>
<td>31.2</td>
<td>32.5</td>
<td>37.6</td>
<td>27.2</td>
<td>25.5</td>
<td>27.4</td>
<td>24.1</td>
<td>21.8</td>
<td>26.8</td>
<td>39.4</td>
<td>46.4</td>
<td>49.3</td>
<td>69.8</td>
<td>52.0</td>
<td>2.56</td>
</tr>
</tbody>
</table>

45 The data was sourced and compiled by the authors from Coindesk and Venture Pulse reports at KPMG.
Table 2 - Comparison of Volume of Global VC-backed Fintech Funding and ICOs

III. Emerging hybrid models and problems

The rise of crypto-assets has given many VCs a new opportunity to reinvent themselves by leveraging the ICO fundraising model and incorporating it into novel venture capital models. The

---

A oft-stated threat of ICOs disintermediating the function of VCs in capital markets has incentivized the venture capital industry to come up with creative business models and solutions regarding the most efficient method to invest in blockchain tech start-ups and thereby tap into the vast market of crypto-assets in order to diversify their asset portfolios.

A. Launching a crypto fund

1. A newly-raised crypto-fund

First, VCs may raise a separate pool of capital from investors and establish a separate crypto fund to invest in blockchain start-up’s equity and, or crypto-assets. These investments may include: (i) crypto-assets purchased on a secondary market, (ii) crypto-assets purchased in a pre-sale or ICO sale and, or (iii) blockchain tech start-up equity. The crypto fund can invest in a single or a mixture of the above projects. The process involves setting up a separate fund and raising capital from investors, including accredited investors, fund of funds or (increasingly in 2018) other investors who are comfortable with investing in the crypto-space.

One example is a16z, a crypto-fund set up by a venture capital firm Andreessen Horowitz, which has invested more than $300 million in blockchain companies and protocols. The fund utilizes a diversified approach, whereby it invests in a start-up’s equity, convertible notes, crypto-assets or ICOs. This model circumvents any restrictions on a general partners’ (GPs) investment mandate and caters to investors who seek out crypto investments. Other examples of VCs which have tapped on the potential of crypto-assets include Blockchain Capital, one of the largest venture capital

48 Andreessen Horowitz is a private venture capital firm. See https://a16z.com (last accessed Dec. 26, 2018).
firms active in the ICO sphere.50 Similarly, in China, out of 46 new venture capital funds set up in the year of 2017, nearly 20% of them focus on blockchain projects.51 In particular, DHVC Capital, which is a venture capital firm set up in 2013,52 has 28 projects involving crypto trading as of December 2018.53 It has also invested in 65 blockchain-related projects as of December 2018, accounting for 67.7% of the total investment projects.54

There are a number of advantages to this model. First, cryptocurrencies offer higher liquidity to investors as compared to investing into venture capital which has a long lock-in period. Second, having a liquid fund enables a more flexible portfolio rebalancing whenever the GPs deem it necessary in accordance with the changing macro-conditions. The liquidation of positions is carried out via a buy-back mechanism followed by reselling on a secondary market.

Nevertheless, there are several problems with this model.

First, the crypto fund may be a parallel fund alongside the pre-existing venture capital fund. A conflict of interests may arise when a VC simultaneously serves as a fund manager in the venture capital fund and in the crypto fund. This raises questions as to whether the VC would allocate equivalent time and energy into the newly-established crypto fund, as compared to the other venture capital funds he/she manages. The GP may wish to dedicate their time to other avenues, such as deal sourcing for the other funds that they run.55 Further, in making investments through the token fund, the GP may need to transfer crypto-assets from wallets to crypto-exchanges in order to make said investments. Such a practice, especially in periods of volatility, requires

54 Ibid.
painstaking precision and active supervision by the token fund managers, which is exacerbated by round-the-clock trading hours of the crypto-markets.

Second, since holding crypto-assets is more liquid than holding shares in portfolio companies, the crypto fund may become short-term and volatile by nature. This goes against the long-term and patient nature of venture capital. Further, unlike traditional venture capital which contributes to the portfolio companies by adding non-financial value (through the VC’s mentorship, expertise, and connections), venture capital has a limited role in adding value to crypto-asset startups. Indeed, allowing liquidity will mean that opportunistic and speculative investors may exit en masse in times of duress.

Third, crypto assets may be used as a means to defraud investors. Crypto fund managers may not have conducted sufficient due diligence on the crypto project given the rapidly-developing nature of the crypto industry, which can lead to losses suffered by crypto fund investors. Poorly performing crypto funds would also affect the reputation of the venture capital firm and ultimately affect its fundraising capacity in subsequent rounds.

Fourth, as crypto funds may comprise various types of crypto assets, valuation, accounting and auditing of the crypto projects becomes problematic. While there may be rating services available for cryptocurrencies, there are currently no widely accepted valuation principles or models governing virtual assets across the industry. Neither are there agreed standards on auditing the existence and ownership of virtual assets. Research analysts will have little choice but

---

56 For example, Weiss Ratings: https://www.weisscurrencyratings.com/

57 The major firms are currently attempting to develop new accounting methods which cater to crypto-assets. For example, PwC has suggested a fair value measurement model, with both realized and unrealized changes reflected currently in the income statement. See PWC, Cryptocurrencies: Time to consider Plan B, PwC (Mar. 6, 2018), https://www.pwc.com/us/en/cfodirect/publications/point-of-view/cryptocurrency-bitcoin-accounting.html; Similarly, KPMG has noted that as the crypto technology advances, it may not be clear how to apply accounting requirements to these transactions, and it may be necessary to evaluate the form and substance of the particular digital asset in question. See KPMG, Blockchain and digital currencies challenge traditional accounting and reporting models, KPMG (July 18, 2018), https://frv.kpmg.us/content/dam/frv/en/pdfs/2018/defining-issues-18-13-blockchain.pdf.
to rely on Slack channels,\textsuperscript{58} forums like Reddit\textsuperscript{59} or following websites with undisclosed track records to obtain market intelligence. In addition, VCs will have to equip themselves with data analysts and blockchain specialists to discern the inherently technical characteristics of crypto-assets (including the reviewing of source code).

Fifth, a typical venture capital fund pays the VC a management fee of 2% of the capital deployed to the fund, plus 20% of profits out of the investments – the so-called 2/20 rule. However, it would be difficult to apply this rule as it is difficult to evaluate the profits out of the crypto investments (except when the investment is only in equity). Indeed, as crypto-assets do not have cash flow, it would be difficult to apply conventional metrics analysis to evaluate the crypto investments.

2. Change in fund’s strategy to crypto

An existing venture capital fund may use its funding to invest in an existing crypto fund for crypto projects.\textsuperscript{60} Similarly, as newly-established crypto-funds, venture capital funds can capitalize on the exponential growth of the crypto-markets and benefit from early liquidity.\textsuperscript{61} The investment is carried out either on a secondary market, in the ICO or as part of pre-sale at a discount.\textsuperscript{62}

However, a decision by the VCs to set up a crypto fund would likely require an amendment to the pre-existing Limited Partnership Agreement (LPA), and would have to be agreed to by the investors (who usually act as the limited partners (LPs) in the limited partnership-type venture capital fund). A failure to do so may result in breach of the mandate as prescribed by the LPA.

\textsuperscript{58} For a list of Slack crypto communities, see https://slofile.com/category/Crypto (last accessed Dec. 26, 2018).
\textsuperscript{59} Reddit has several ‘subreddits’ relating to cryptocurrency, including for a separate ‘subreddit’ for several specific cryptocurrencies. See https://www.reddit.com/r/CryptoCurrency/ (last accessed Dec. 26, 2018).
\textsuperscript{60} See e.g. Lightspeed Venture Partners, https://lsvp.com/ (last accessed Dec. 26, 2018).
\textsuperscript{62} Lightspeed Venture Partners has dedicated an earmarked pool of cash within its fund for crypto-investments. See Heather Somerville, Success with Snap helps venture firm Lightspeed raise USD1.8 billion for new funds, Reuters (July 10, 2018), https://www.reuters.com/article/us-lightspeed-investment/success-with-snap-helps-venture-firm-lightspeed-raise-1-8-billion-for-new-funds-idUSKBN1K01P2?il=0.
Despite the lure of high potential reward (associated with high risk) that comes with crypto-assets, LPs may remain hesitant unless the secondary market is deep enough to offer sufficient liquidity.

Lastly, the inherent volatility of crypto-markets is against the nature of venture capital funds which are structurally not devised to invest in volatile positions. In the United States, a “venture capital fund” is defined in SEC Rule 203(l)-1(a) as a private fund that meets certain conditions. The second condition requires that the fund: “[i]mmediately after the acquisition of any asset, other than qualifying investments or short-term holdings, [hold] no more than 20 percent of the amount of the fund’s aggregate capital contributions and uncalled committed capital in assets (other than short-term holdings) that are not qualifying investments, valued at cost or fair value, consistently applied by the fund” – the so called “20% rule”. Therefore, as crypto-assets are liquid assets (if listed on crypto-exchanges or OTC), a venture capital fund is not entitled to hold more than 20% of their capital in assets that are liquid. Given the fact that there is no established consensus on how crypto-assets are to be valued, and the volatile value of cryptocurrencies, venture capital investing more than 20% of the fund’s assets in crypto-assets would make the legality of the fund very uncertain.

B. Tokenized venture fund

A tokenized venture fund is also commonly referred to as a ‘tokenized fund’. A tokenized fund is a newly-created structure that takes the ICO model and applies it to the ownership structure of the fund (see below diagram). It enables the venture capital fund to launch its own tokenized securities offering to raise funds from a larger pool of investors. In turn, investors in the fund can trade their equity tokens of the fund on a crypto-exchange, once the tokens are listed. The rationale behind a tokenized fund is to provide liquidity for investors and eliminate long-term capital commitments.

63 17 C.F.R. § 275.203(l)-1(a)(2).
In turn, this enlarges the pool of investors, as the fund’s token sale is akin to an equity crowdfunding.\textsuperscript{65}

An illustrative example is EQUI, an open-ended tokenized venture fund with an internal crypto-exchange. It offers its investors both direct ownership units in the fund (‘EquiUnits’) and tokenized units (‘EquiTokens’).\textsuperscript{66} The tokenized nature of the fund allows investors liquidity through the trading of the EquiTokens. The EquiToken is an ERC20 token built on the Ethereum platform and is expected to be freely tradable on security exchanges that list the token. The tokenized fund operates on an 80/20 split of profits on realized investments, with 20% going to the EQUI fund managers and the balance reinvested back into the fund for the benefit of investors. Prior to the

\textsuperscript{65} The most prominent funds that have opted for the TVF structure include 500 Startups, Blockchain Capital, Lifesreda.VC and Starta Capital. 500 Startups operates a tokenised 22X Fund, which enables investors to purchase 22X tokens and own up to 10% equity in the fund’s portfolio companies. The tokens are liquid and token holders can trade their tokens after a year. See https://www.22xfund.com/ (last accessed Dec. 26, 2018). Blockchain Capital conducted an ICO for its Blockchain Capital III Digital Liquid Venture Fund raising USD10 million USD in only six hours – the entity incorporated in Singapore.\textsuperscript{65} A hybrid model that utilized both tokenization and crowd investing models has been spearheaded by Starta Ventures for its Starta Accelerator fund. See Alexey Girin & Ekaterina Dorozhkina, \textit{Hybrid Capital. The Future of Venture in the ICO Era: Market Report 2017} (2017)

80/20 split being made, 3% of profits are deducted for charitable purposes. Upon investment, the EQUI fund issues EquiUnits to the investors – which are stored on an internal fund register. If an investor wishes to realize his investment, the EquiUnits will be exchanged for EquiTokens. At all times, one EquiUnit will be exchangeable for one EquiToken. On conversion to an EquiToken, the former EquiUnit is burnt and ceases to exist. This creates the ultimate flexibility and liquidity of investment. EquiUnits are internal to the fund, EquiTokens are external to the fund.

A tokenized venture fund is akin to a publicly traded venture capital fund. If the tokens become tradeable by being listed on a crypto-exchange (and, or outside the lock-up period), the equity tokens began to resemble public venture capital firms, which in turns invites several commercial considerations or complications for the VCs. First, public VCs’ continuous disclosure requirements (financial reporting, internal control compliance) can be strenuous and often result in the fund being traded at a discount. Second, a wider set of public shareholders will alter the structure of the fund, as the voting control will be impacted by the introduction of public shareholders, and could potentially cause a misalignment of incentives as public markets tend to have a short-term focus as opposed to the long-term value creation by the GPs. These considerations suggest that it would be beneficial to entrepreneurs in the fund’s portfolio for such fund to avoid being subjected to continuous disclosure requirements and strict oversight of the public.

The second major concern is investor protection. The rationale behind tokenized funds is to democratize fundraising and open the fund to a larger scale of investors by allowing retail investors to participate. This may not be legally viable in all jurisdictions. For example, in the United States, venture capital funds are limited to raising capital from accredited investors in line with prescribed income or net worth requirements together with adequate know-your-customer (KYC) regulations.67 Furthermore, if the internal crypto-exchange is unregulated, investors do not enjoy

---

67 An interesting example here is the tokenised venture fund of Blockchain Capital, which was one of the first ones to conduct an ICO. Blockchain Capital has allegedly conducted an ICO for its Blockchain Capital III - Digital Liquid Venture Fund by distributing BCAP tokens (indirect fractional non-voting economic interest) among 99 accredited American investors and other 901 overseas investors. As for the U.S. investors, the tokens were offered under the exemptions from registration pursuant to Regulation D and Regulation S of the Securities Act 1993. The overseas investors are said to have not met any of the net worth requirements, but have passed KYC requirements. The funds raised amounted to 10-20 with USD$500,000 USD per deal. See Laura Shin, This VC Is
the protection afforded under the traditional securities law, such as requirements on custody of assets, transparency of the market, and the fitness and properness of the operators and managers.

C. Reverse ICOs

VCs may also exploit the liquidity of cryptocurrencies as a means of exit for venture capital investments. Thus, rather than waiting for the start-up to be able to conduct an IPO (or other conventional exit strategies), VCs may engage in ‘reverse ICOs’ which will help them get a faster return, and the funds can be subsequently recycled to the next project. One example is Kik, a company that has raised over USD120 million through venture capital, which subsequently conducted an ICO to raise USD100 million in 2017, rather than engage in an IPO. The reverse ICO is particularly popular for venture capital portfolios with ‘middle-performer’ companies and a solid customer base, but with little potential to either be acquired or go public.

A reverse ICO is said to offer better valuation for tech companies with a high product utility, but weak revenue model. These companies benefit from the token economics modifying their business model and attracting additional financing. Reverse ICOs are a new tool for VCs to exit from the portfolio companies but existing legal agreements in the venture capital sector will need to be revised to account for the possibility of reverse ICOs. Since a reverse ICO is a situation for which standard venture capital documents have not previously contemplated, terms relating to investor rights, effect on conversion events, liquidation preference or anti-dilution protection would have to be addressed in the reverse ICO scenario.


68 Supra note 31.


In situations where venture capital funds or VCs do not exercise control over the company’s board, it remains to be seen whether they have protective rights under a Certificate of Incorporation or whether they are in a position to prevent the company pursuing a reverse ICO. A reverse ICO may become a diluting event if a company decides to issue equity tokens after an IPO.\(^{71}\) The main concern here is with the existing equity investors who need to ensure that the ICO does not dilute their existing interest, impact the valuation of the underlying business or effect the pre-existing exit strategy. As for liquidation preferences, the equity tokens will be governed under the insolvency provisions, in which case investors who can be construed as unsecured creditors would be in a better position to recover their initial investments as compared to shareholders. The priority waterfall of claims will apply. For the purpose of legal clarity, the documentation should prescribe where the token holders stand in liquidation.

For entrepreneurs pursuing a reverse ICO, assuming a large proportion of equity tokens are issued through the ICO, which is likely if the valuation is low,\(^ {72}\) this would mean that the entrepreneur would lose control of the company (unless he retains a majority of the tokens at the expense of raising more capital). While it is true that these tokens will typically be dispersed, given that tokens are tradable on crypto-to-crypto exchanges such as Binance, it may be possible for parties to accumulate sufficient tokens (if the tokens had voting rights) to take over the company. By contrast, VCs typically provide the entrepreneurs a call option on control, such that in the event of an IPO, control of the start-up will re-vest in the entrepreneur.\(^ {73}\)

Linked to the loss of control is also a risk of dilution. Contrary to the oft-stated claim that ICOs do not dilute the underlying equity of the ICO issuer, the opposite is true and a consideration of a possible dilution may come into play, depending on how the ICO is structured. A token issue may indeed take nominal value out of the company, which in turn may have an impact on the term sheet.

\(^ {71}\) This would be the case if the equity tokens issued would have voting rights or dividends rights attached to them.


Traditionally, venture capital funds are protected from dilution through contractual mechanisms such as pre-emptive rights or other anti-dilution provisions.

Another possible risk relating to reverse ICOs is the mismanagement of funds raised. ICOs are known for raising astronomical sums, usually unheard of at the seed stage in the traditional venture capital setting. Inexperienced funders gain quick access to overwhelming liquidity without the traditional venture capital guidance. Thus, the ICO, being an early-liquidity event, creates a risk of mismanagement of funds prior to the product/service being developed. By contrast, in traditional venture capital, staged financing serves the purpose of gathering information on the progress of portfolio companies and monitoring their performance before the next financing round and creates an exit option for VCs. In the context of single-affair ICOs, stage financing is not applicable and there is little oversight over the performance and development of the product or service.

As a result, considerations as to the effect of liquidity and volatility of the crypto-markets should be reflected on the investment mechanism or structure that is better suited to offer LPs legal protection. The fundraisers (entrepreneurs) will be concerned with the management of the raised funds and crypto-volatility as the funds raised will often be denominated in some form of cryptocurrency. Entrepreneurs will likely encounter an issue with their token models, which may prove to be unsuitable for product adoption and traction.

D. Investment in other crypto funds (fund of funds structure)

This process involves a venture capital fund setting up a crypto-fund to invest in other crypto-specific funds. This allows for greater risk diversification by investing in a multiple of funds simultaneously. As an example, Union Square Ventures (USV) has invested in six token funds,

---
giving USV a broader reach across the crypto-sector. This approach is often a response by funds not to overexpose themselves to the crypto-markets and instead take a network approach.75

On the one hand, a fund of funds structure enables a broader diversification.76 Nevertheless, the fund is not an equity owner of the portfolio of start-ups, instead it only has partial ownership of the funds’ ownership of start-ups. Attention here should be placed on the control rights, especially in situations where the start-ups have a poor performance and the venture capital fund cannot intervene.77

E. Other hybrid models

There are a number of hybrid models that venture capital firms are currently experimenting with, the majority of which goes unreported as part of the funds’ proprietary information. These may include: ICO seed round or seed + A series + ICO model. The ICO seed round is a model whereby the ICO fundraising structure is used at the seed stage and the later rounds follow the traditional equity issuing structure. This structure segments the two types of funding, while bootstrapping the network with users and raising enough funds to provide for the 2-3 year development. The Seed + A series + ICO model is the reverse of the ICO seed round where initial seed funding is followed either by further A series and an ICO after proving the business concept – in other words, smart money is followed and complemented by crowd support. A criticism levelled against the hybrid models is the conflation of venture capital rounds and crypto investing. Indeed, the subject has to be approached carefully as it is questionable whether one can equate the milestone-based rounds, that have a strong precedent and have been tested, with crypto crowdfunding rounds which are not limited by the quantitative rounds as traditionally conceived.

75 Fred Wilson, Investing In Token Focused Funds, Union Square Ventures (June 20, 2018), https://www.usv.com/blog/investing-in-token-focused-funds.
IV. Risks in the Evolving Market

Investments in crypto-assets, ICOs and blockchain tech start-ups carry risks associated with early-stage start-ups. The following part highlights the most relevant risks associated with this asset class.

A. Extreme uncertainty, agency costs and information asymmetry

Gilson has noted that in venture capital investments, information asymmetry is extreme given the early-stage, high technology nature of investments. This is particularly the case, given that crypto-assets are a new asset class and blockchain tech companies are complex in their functional nature. As discussed earlier, the information asymmetry in ICOs is more extreme than that in the context of venture capital. In ICOs, such information asymmetry must be at its zenith since ICOs typically occur at an even earlier stage and crypto investors often have nothing more to go on than the whitepaper published by the start-up. This provides fertile ground for the entrepreneur to engage in opportunistic behaviour or even outright fraud.

In a limited partnership-type crypto fund, there is likely to be less understanding on the part of LPs on the target acquisitions and in turn, LPs will have to place more trust in the GPs’ investment decision-making. This creates a situation where traditional agency costs are more severe in the context of crypto funds. Agency problems operate in this context on two levels: the LP-GP level and the venture capital fund-portfolio companies’ level. On a primary level, investors expect GPs to carry out their management duties with the aim of maximizing returns on their investment,

78 Gilson, supra note 34, 1076 (2003).
79 See text accompanying supra notes 36-42.
82 Investors that choose to become LPs to a crypto-fund may well be advised to consider their positions and protect themselves through a careful contractual design. Apart from the risks associated with ICOs and crypto-assets, LPs should consider the impact of liquidity, volatility, the spread of risk and agency costs on their positions taken within the fund. Risk management is particularly relevant with regards to investments in ICOs and crypto-assets, as many countries do not currently offer institutional protection for investors. As a result, considerations as to the effect of liquidity and volatility of the crypto-markets should be reflected on the investment mechanism/structure that is better suited to offer LPs legal protection.
whereas GPs may be motivated by self-interest and may use the legal nature of the limited partnership for managerial abuse. Managerial abuse is the result of LPs (the principal) ceding control to GPs (the agent), whereas LPs are not allowed to participate in the management of the firm under the law of partnership.\footnote{See Supra note 38; Supra note 42 at pp 201-202.}

GPs may have side-line agreements either with parent companies issuing the purchased tokens or with crypto-exchanges offering insider information on future trading of tokens of the tokenized funds. In addition, GPs may engage in opportunistic behavior and maximize the carried interest at the expense of the long-term interests of LPs, misuse the raised funds, or engage in risky investments outside their stipulated mandate.\footnote{While the GPs are generally contractually required to disclose information to LPs, most limited partnership agreements do not provide the LPs with sufficient rights to access information. See Julia Khort, Protection of Private Equity Fund Investors in the EU, 12 EUR. CO. L. 97 (2015). https://www.jur.uu.se/digita\ldash Assets/585/c\_585476\_l\_3-k\_wps2014-6.pdf.} Furthermore, the inability of LPs to evaluate the riskiness of investments and their reliance on GPs’ unilateral valuation are amplified in the context of crypto-assets as VCs are still in the process of developing valuation models for this new asset class.

On a secondary level, the GPs’ objectives may not be aligned with those of entrepreneurs. Traditionally, the portfolio companies would be subject to a number of negative covenants imposed contractually that require prior approval on important business decisions.\footnote{See Gilson, supra note 34.} In the crypto-context, the matters are exacerbated by the different nature of the asset class in question. If the venture capital fund invests in crypto-assets – it has no contractual powers over the issuers of such crypto-assets and is not in a position to influence the management of their business, which in turn may severely impact the crypto-asset’s value.

Further, most of the ICO whitepapers are very preliminary and the projects do not disclose sufficient information.\footnote{Interview with Mr Lin, a venture capitalist based in Singapore (Singapore, Nov. 27, 2018); telephone interview with Mr Tian, a venture capitalist based in China (Dec. 10, 2018) (anonymity required).} Thus, it is difficult to conduct due diligence or risk management given
the serious information asymmetry between the investors and the entrepreneurs.\textsuperscript{87} There is also no accepted method for evaluating and auditing crypto-assets,\textsuperscript{88} which in turn exposes investors or consumers to high risk. For instance, entrepreneurs may take advantage of the lack of a consistent and transparent approach to audit cryptocurrencies to exaggerate the prospects of the project to attract financing from VC funds. This is possible because at the ICO stage, there is no working product and the VCs will be relying on the whitepapers published by the entrepreneurs. At the same time, the GPs may also use this lack of transparency to manipulate the value of crypto-projects to hide the true extent of profits from investors.

\textbf{B. Regulatory Uncertainty}

Parties, including VCs, investors and entrepreneurs in the crypto space often face significant difficulties in understanding the regulatory framework in which they must operate, the regulations that apply to them and how to ensure compliance with them.\textsuperscript{89} There is a wide gap in the understanding and expectations that regulatory authorities and participants have of one another. Regulatory uncertainty further increases the transaction costs and disincentivizes parties from entering the market.

Regulatory uncertainty exposes entrepreneurs to a ‘black swan risk’, which refers to the possibility of an unexpected event exposing the entrepreneur to market risk.\textsuperscript{90} The exposure of the ICO market to black swan risk is magnified by the concentration of crypto-exchanges and crypto-enthusiasts in particular jurisdictions. For example, in 2017, the Chinese government prohibited the trading of cryptocurrencies and the issuance of crypto-assets with a major impact on cryptocurrency prices.\textsuperscript{91}

\textsuperscript{88} See Supra note Error! Bookmark not defined.
\textsuperscript{89} Regulatory Innovations to Enable Inclusive FinTech: Early Lessons Learned from Innovation Offices, Regulatory Sandboxes, and RegTech.
\textsuperscript{90} Nassim Nicholas Taleb, \textit{The Black Swan: The Impact of the Highly Improbable} (Random House, 2017).
C. Cybersecurity

VCs that are invested in the crypto projects may opt for different forms of specialized custodian solutions, which will differ in the level of security they offer and may become easier targets to hacks and other cyber-attacks. These can also be cyber-attacks resulting in the hacking of crypto-asset trading platforms. Victims may have difficulty recovering losses from hackers or trading platforms. Due to the limited availability of qualified custodian solutions, crypto-asset funds face a unique challenge.

V. The Way Forward

In view of the discussed problems and the risks to contracting parties in the venture capital-ICO landscape, a number of arrangements along the lines of either mandatory compliance (via government regulations) or private ordering will be considered.

A. Contractual protection

In theory, smart contracts can substitute for the traditional legal frameworks and embed contractual protection for investors. Some examples of possible contractual protection for investors include restrictions on the supply of ICO tokens and restrictions on the transfer of tokens by insiders. These protections are generally mentioned in the ICO’s whitepaper and given effect to by being written into the underlying code of the project. In practice, the opposite is true. An empirical study

---

92 See footnotes 101-102.
93 Supra note Error! Bookmark not defined.
94 Ibid.
95 Ibid.
shows that despite these promises, “ICO code often fails to deliver key investor protections, and sometimes provides founders with significant, undisclosed authority to alter investor rights.”97

Furthermore, traditional contractual mechanisms which alleviate the agency costs between the VC fund and the portfolio company are also less effective in the crypto-asset context. For instance, mechanisms such as staged financing and disproportionate control rights used in traditional VC contracts with portfolio companies98 are not readily transferable to crypto projects. Indeed, as ICOs tend to be a one-time affair, staged financing mechanisms are thus inapplicable. Similarly, ICO investors do not have such disproportionate control rights in the invested projects, thus leading to increased agency costs.

As a result, VCs need new structures in the context of investing in tokens. There are a number of contractual frameworks that the fund may opt for, depending on its commercial needs and the particulars of the start-up’s token model.

The first option is straight-forward - invest in tokens and equity through two separate transactions. The second, more traditional, option is to buy equity through a Simple Agreement for Future Equity (SAFE), which in nature resembles a convertible note, but does not accrue interest or have a maturity date. With SAFE, the blockchain start-up will provide rights to the investor for future equity upon pre-determined triggering events, without a price per share indication. Simple in form, the SAFE contract lacks investor protection guarantees that would normally be in a convertible note.

The third alternative is to use a Simple Agreement for Future Tokens (SAFT), which is an investment instrument designed in particular for VCs investing in ICO pre-sales.99 The SAFT

---

97 Ibid at 4.
98 Gilson, supra note 78, at 1078-1087.
99 See ‘The SAFT Project’, https://saftproject.com/ (last accessed Dec. 26, 2018). The SAFT contracts have been modelled akin to the Simple Agreement for Future Equity (SAFE) contracts used in the start-up sector.
framework was specifically designed in line with U.S. securities regulations. SAFT was published as a whitepaper by law firm Cooley LLP and Protocol Labs as a self-regulatory legal document that is designed for accredited investors. The SAFT contract is treated as an investment contract that relies on the exemption from registration of securities, hinges on the expectation that once the crypto-assets are issued, they will not be legally treated as securities. Cooley LLP’s case for SAFT’s compliance rests on the reasoning that pre-functional utility tokens are vulnerable to being treated as securities, while a functional token is less so. Functionality is a key element allowing SAFT to satisfy the Howey test for establishing whether a crypto-asset is a security. Investors should be aware that a common criticism of SAFT is that its proponents are relying on an expectation that the future tokens will be characterized by the regulators as utility tokens. A mere reliance on an exemption pre-token development does not guarantee investors that the tokens will not constitute securities upon issuance.

The fourth contracting alternative is a pre-sale instrument referred to as a Simple Agreement for Future Tokens or Equity (SAFTE), which gives the investors the option to convert to equity and, or tokens. This is a more flexible structuring which is capable of accounting for situations where there is a token sale in the future, with or without the investor having had received prior equity. SAFTE agreements may be preferable to investors as it circumvents cumbersome negotiation of terms and instead allows for an early agreement closing. Secondly, it offers a contractual buffer to investors in instances when the promised ICO does not materialize and the investor may still have a right to equity in the company instead. Alex Lindgren compares the SAFTE to a gross mining

---

100 Investors in other jurisdictions need to be aware that SAFT may not be legally recognized in the same manner as in the U.S. or given the promised level of legal protection.


103 For a comprehensive analysis and critique of the SAFT, see: Cardozo Blockchain Project, Not so fast – risks related to the use of a ‘SAFT’ for token sales, (Nov. 21, 2017), Benjamin N. Cardozo School of Law, https://cardozo.yu.edu/sites/default/files/Cardozo%20Blockchain%20Project%20-%20Not%20So%20Fast%20-%20SAFT%20Response_final.pdf. The authors are correct in pointing out that the SAFT framework does not work for tokens which can be classified as securities and is over-reliant on the pre-sale token being classified as a utility token.
production royalty right, which is dischargeable in the agreed commodity, but simultaneously secured with a conversion right to equity in the mining property.104

In addition, prior to the purchase of tokens, VCs should be advised to screen the profile and trading history of said tokens to ensure that they have not been used as a medium for illegal activities. Third party tracing analytics can be employed for this purpose.

B. Reputation

The enhancement of reputational safeguards is one social control measure in high-risk investments. In the venture capital context, reputational safeguards have been used to reassure investors of the quality of the portfolio companies. Specifically, VCs stake their reputation on the success of their investments – the ability to raise funds creates a track record for the fund performance and is used as an external metric. This is in contrast to ICOs, which are a one-off liquidity event and do not have reputational constraints.

As it stands, the reputation mechanism is of doubtful effectiveness in the ICO sphere. Indeed, an empirical analysis conducted by Rhue, which extracts data from websites which rates ICOs based on ‘reputation measures’ such as ICO Drops, Etherscan, and ICO Rating, showed that the measures of reputation on these ICO listing services were inconsistent and lacking in coverage.105 None of the platforms had full coverage of all the ICOs available on their site, though ICO Drops and Etherscan provided some reputation score for the majority of cryptocurrencies.106 Furthermore, the most common reputation score for all the sites is neutral, which is arguably not very informative for investors.107 There was also inconsistency insofar as the same cryptocurrency or ICO may be

106 Ibid., at 22.
107 Ibid.
given different reputation ratings by different websites.\textsuperscript{108} Further, the empirical data also revealed that the reputation scores are not necessarily predictive of the actual success outcomes, which further undermines the reliability of such reputation ratings. However, in a separate article,\textsuperscript{109} it was found through an empirical study that support from a crowd of online analysts can predict long-run token performance in the secondary market for ICO tokens.\textsuperscript{110} Thus, the paper argues that decentralized analysts’ opinions appear to mitigate information asymmetry and predict profitable investments in the long run.\textsuperscript{111} It should also be noted that the effectiveness of reputation varies from place to place, depending on the legal infrastructure of the jurisdiction and area. For instance, while the reputation mechanism has been argued to be effective in the US,\textsuperscript{112} it has been observed that the same may not hold true in China due to the absence of a well-established national credit system and the fact that investors are more likely to be motivated by issues beyond the reputation of general partners, like local tax incentives, local legislations, political pressure and local economic development plans.\textsuperscript{113}

C. Insurance

Separately, the availability of insurance may also mitigate the risks from ICOs and investment in crypto-assets. Presently, there is some insurance available for their loss or theft,\textsuperscript{114} which may go some ways to alleviating the cybersecurity risks surrounding crypto currencies such as hacking. Nevertheless, the insurance market for crypto is still in a nascent stage, with many traditional insurers being reluctant to provide coverage given the high risks involved, including fraud, money laundering, and financial crime. This is likely exacerbated by the difficulty in calculating the premiums for such polices given the numerous risks involved and the rapidly changing nature of

\textsuperscript{108} Ibid, at 23.
\textsuperscript{110} Ibid, at 31.
\textsuperscript{111} Ibid, at 4.
\textsuperscript{112} Gilson, supra note 78, 1086-1087.
\textsuperscript{113} Supra note 42 at pg 213-214
the technology. Indeed, there are reportedly only a handful of D&O policies available in the crypto space.115

D. Custodian solutions

One of the most oft-stated worries on the part of VCs is how to store crypto-assets. Traditionally, VCs will use third party ‘qualified custodians’ such as banks to hold their clients’ assets – this role is premised on being secure and impartial. In the crypto-context, the VCs will hold the private and public keys associated with crypto-assets.116 The risk of holding the private keys which grants one access to the crypto-asset is theft or other misuse. VCs are currently contemplating on the most secure way to store crypto-assets to suit the needs of institutional investors as well. VCs will either need to rely on a licensed and insured depository or store the keys in a cold storage.117

E. Escrow accounts

It has been suggested that adopting measures to regulate the control of the raised funds would be useful to protect investors. This would involve having predefined authorised holders, such as a wallet account in the ICO company’s name or an escrow arrangement, as opposed to having the ICO issuers hold the funds raised in their own private wallets which facilitates fraud.118 Similarly, Rodrigues suggests that a nuanced escrow arrangement which imposes additional conditions such as tying up founders’ tokens for a certain period may be useful. For example, the ICO issuer could hold back a portion of the proceeds until it was clear that there was no fraud in the initial disclosures,

116 As the owner of the wallet, the investor will have a set of private keys (a secure digital code known only to the user - whoever has access to an address’ private key controls the coins or tokens inside it) and public keys (a public digital code connected to a certain amount of tokens), which will enable him to send and receive coins/tokens. The keys are necessary for an interaction for the purpose of transferring and receiving purchased tokens.
117 The difference between a hot and cold storage lies in whether it can be accessed through the Internet. If it can, it is a form of hot storage, and vice versa. The storage of crypto-assets does not refer to actual storage of them, but instead to the storage of private keys that allow the investor to sell the tokens to another holder.
118 Eduardo da Cruz Rodrigues e Silva, Legal framework of initial coin offerings (2018) (Master Thesis, Tallinn University of Technology) at 52.
and that the ICO issuer made good on promised developments.\textsuperscript{119} Related to escrow arrangement is the possibility of having a ‘lock-up’ period for the ICO tokens, especially for insiders or those privy to the pre-sale. Preventing these insiders who have access to pre-sale of the ICO tokens (which would usually be at a lower price) from selling to the public once the ICO is open to the public reduces the likelihood of ‘pump-and-dump’ schemes occurring.\textsuperscript{120} There is also an agency problem as the VC may misuse the funding in the account for his own interests.

\textbf{F. Regulatory Responses}

The crypto economy has thus far been characterized by a volatile market due to the presence of extreme uncertainty, information asymmetry and agency costs. Hence, the exponential growth of the crypto economy has brought with it persistent investor risks. In response, market regulators across the globe have developed various measures, including: (1) regulatory warnings or guidance, (2) regulatory sandboxes or exceptive relief applications, (3) statutory reforms or rule-making and (4) enforcement actions. It is suggested that more can and should be done to provide a clear regulatory framework. The lack of such a framework adds further uncertainty to the market. A clear regulatory framework aimed at increasing investor or consumer protection, data protection and cyber security would have a positive impact to the ecosystem of the crypto economy.

Regulatory efforts thus far have varied across different jurisdictions. The approach adopted towards investor protection varies according to the regulatory remit, the scale and impact of activity in the crypto economy, and whether virtual assets are deemed financial products suitable for regulation.\textsuperscript{121}

\begin{itemize}
\item[\textsuperscript{120}] Lucas Mikael Palm & Øystein Bergesen, \textit{An exploratory study of Initial Coin Offerings}, University of Agder Faculty of Business and Law Department of Economics and Finance (2018), at 38-39, \url{https://brage.bibsys.no/xmlui/bitstream/handle/11250/2561890/Bergesen%2C%20C%20%3C9ystein%20og%20Palm%2C%20Luca
s%20Mikael.pdf?sequence=1}.
\item[\textsuperscript{121}] Supra note \textit{Error! Bookmark not defined.}.
\end{itemize}
Regulators take different regulatory positions regarding (1) crypto-assets (for example, Bitcoin and Ethereum), (2) ICOs, (3) crypto-exchanges, and (4) crypto investment funds and fund managers. A number of regulatory statements and warnings have been issued on the above issues. For example, the U.S. Securities and Exchange Commission (SEC), the Financial Industry Regulatory Authority (FINRA), the North American Securities Administrators Association (NASAA), the Financial Conduct Authority (FCA) and the Monetary Authority of Singapore (MAS) have issued a large number of statements and warnings on cryptocurrencies, ICOs and crypto currency enforcement actions recently.

The challenge to the financial regulator is that it is difficult to develop the requisite depth of knowledge of the tech space to inform sound policymaking and remain relevant in the fast-advancing blockchain space. United States of America v. Ross William Ulbricht is an example that indicates the difficulties for the Federal Bureau of Investigation to trace the identities of the sellers and the buyers in the case.

In developing a regulatory framework, it is key that regulators develop the requisite technical knowledge and engage deeply with practitioners in the market. Any regulatory decision, and even the lack of one, can have deep impacts on the crypto economy. On the other hand, heavy-handed
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122 On Dec. 11, 2017, SEC issued a Statement on Cryptocurrencies and Initial Coin Offerings (SEC Chairman Jay Clayton); on Jan. 19, 2018, SEC and CFTC issued a Joint statement on Directors of Enforcement on virtual currency enforcement actions; on Jan. 22, 2018, SEC Chairman issued warning to companies that change their name to incorporate bitcoin or blockchain; on Jan 24, 2018, SEC / CFTC Chairs issued Wall Street Journal op-ed that they are closely monitoring cryptocurrency activities; will take action when warranted; on Mar. 7, 2018 – SEC Statement on Potentially Unlawful Online Platforms for Trading Digital Assets; on Nov. 16, 2018, SEC issued a Statement on digital asset securities issuance and trading.


124 On Jan. 4, 2018, NASAA issued a Statement regarding approaching cryptocurrencies, ICOs and other crypto-related investment products with caution (SEC companion statement).

125 On Sept. 12 2017, the FCA issued a statement on “Consumer warning about the risks of Initial Coin Offerings”; On Nov. 14, 2017, the FCA issued a consumer warning about the risk of investing in cryptocurrency CFDs.

126 On January 24, 2019, the Monetary Authority of Singapore (MAS) has warned an initial coin offering (ICO) issuer not to proceed with its securities token offering in Singapore until it can fully comply with regulatory requirements under the Securities and Futures Act (SFA). See MAS halts Securities Token Offering for Regulatory Breach, http://www.mas.gov.sg/News-and-Publications/Media-Releases/2019/MAS-halts-Securities-Token-Offering-for-regulatory-breach.aspx

127 United States of America v. Ross William Ulbricht 858 F.3d 71 (2d Cir. 2017) is an example that indicates the difficulties for the Federal Bureau of Investigation to trace the identities of the sellers and the buyers in the case.

approaches may kill the domestic market and drive trading to other jurisdictions. As seen from these examples, the regulatory approach adopted has great potential to impact the market. In light of the extreme volatility and risks found in the crypto economy, actions by regulatory authorities will help to level the playing field and guide the market away from speculative bubbles and towards sustainable growth.

1. Regulation of ICOs

The lack of a regulatory framework governing ICOs leaves investors particularly vulnerable. Investors in an IPO are protected under the framework of corporate law, stock exchange listing requirements, corporate governance codes, and market institutions and legal institutions, and those involved in crowdfunding are, at the very least, somewhat protected through the review of the project by a (usually registered) crowdfunding platform. In comparison, there is no comparable regulation in the context of ICOs.

As alluded to earlier, the regulatory responses to ICOs differ from country to country. Ultimately, it is suggested that regulators should seek to balance between encouraging entrepreneurship (by permitting ICOs) and protecting retail investors (and perhaps also maintaining financial stability). The point at which this balance is struck will inevitably turn on the socio-economic policy of each jurisdiction. On one hand, ICOs allow entrepreneurs without connection to early stage investors or those situated in areas where venture capital is not active to have access to financing. On the other hand, there is substantial ground for fraud and abuse of retail investors due to the lack of transparency in ICOs. This has prompted some heavy-handed regulatory response, such as in

---


China and South Korea, where ICOs have been banned.\textsuperscript{132} By contrast, countries like Singapore\textsuperscript{133} and the U.S.\textsuperscript{134} have adopted a case-by-case approach to determine whether the ICO token constitutes securities under the relevant securities law, and if so, it would be subjected to the same regulatory regime as traditional securities.

Nevertheless, as a practical matter, it is doubtful how much regulators can regulate ICOs. Given that many ICOs are not limited by traditional state borders and are decentralised in nature, it would be difficult to determine a lead regulatory agency.\textsuperscript{135} Further, it is doubtful that local regulators will be able to extend their regulatory reach to ICOs that take place overseas but remain available to local investors. Whether and how best to manage risks arising in ICOs through regulatory measures has already been explored by several authors.\textsuperscript{136} Hence, the following section focuses instead on the regulation of venture capital funds investing in crypto-assets.

2. Regulation of crypto-focused funds

The major regulatory concerns regarding crypto-centric funds are the valuation and custody of crypto-assets. The value of crypto-assets is uncertain given the volatile nature of the crypto market. Furthermore, there is no consensus among the accounting profession regarding how such assets


\textsuperscript{135} Zetzche, “ICO Goldrush”, supra note 44, at 41.

should be valued. With regard to the custody of assets, the problem of hacking has been discussed above.

In view of the risks associated with funds investing in crypto-assets, regulators may opt to impose regulatory standards on crypto-asset managers. This paper is of the view that such regulation should be risk-based and the imposed requirements should address specific concerns in relation to investor protection, while taking into consideration the scale of crypto-focused funds’ activities and their impact on investors. Such regulatory framework should target following risks:

i. Difficulty in valuating of crypto-assets;
ii. Volatility in secondary markets and small liquidity pools;
iii. Inconsistent auditing and accounting standards;
iv. Limited availability of custodian solutions; and
v. Missing regulatory standards and increased occurrence of fraud.

Such a regulatory approach was taken by the Securities and Futures Commission (SFC) of Hong Kong, which has recently issued a guidance on the regulatory standards expected of virtual asset portfolio managers and fund distributors. In particular, the SFC has introduced the ‘Regulatory standards for licensed corporation managing virtual asset portfolios’, which sets out regulatory standards on funds investing in crypto-assets. The SFC specified that the focus should be on the fund’s activity and the fund must be subject to securities regulation. In addition to the traditional licensing requirements applicable to funds, funds that intend to invest or are already investing in crypto-assets need to be licensed by the SFC and comply with crypto-specific standards. The standardized requirements include:

---

137 Ibid. (HKEx statement).
139 Ibid. See also supra note 121.
140 Supra note 138.
i. Asset managers should only allow accredited or institutional investors to invest in any portfolio that manages crypto-assets. Managers are also under an obligation to disclose all crypto-related risks.

ii. The fund manager should select the most appropriate custodial service for the crypto-assets under their management. This should be a third-party licensed custodian and the fund manager should make an informed assessment on the appropriateness of the given custodial solution.

iii. Funds should exercise due care in selecting valuation methodologies.

iv. Funds should manage their risk-exposure vis-à-vis crypto-assets, in particular those which are illiquid or newly-launched. Fund managers are required to conduct adequate due diligence when managing their counterparty risk and assess the reliability and integrity of crypto-exchanges prior to dealing with them.

v. Funds are required to have an independent auditor to audit their financial statements.

vi. Restrictions are imposed on the amount of liquid capital required depending on the fund’s regulated activity.

Through this framework, the SFC has proposed that all managers that handle direct investments in crypto assets, including those managing funds that participate in ICOs, be held to the same licensing and regulatory requirements as managers that deal with securities. Some flexibility is built into the framework through the inclusion of a 10% de minimis threshold which allows managers to invest a small portion of funds in crypto-assets. The SFC has also specified that any terms and conditions imposed on the licensed manager can be changed to take into account the nature of the business. This reflects a nuanced approach which provides protection to investors that invest in any fund, regardless of the nature of the fund’s intended investment. By introducing a broad, principles-based framework that incorporates existing standards, investors are provided with a level of protection that they are already familiar with which applies across the board. This sends a strong signal that the SFC would regard crypto-assets as being very similar to securities due to similar risks that investors in both class of assets face. However, the weakness with such an approach is that it assumes that the same regulatory approach towards securities is appropriate in the crypto-asset context. The rapidly evolving nature of the market further suggests that these regulations, and the conditions agreed with the managers, will have to be constantly revised to
ensure the regulatory framework remains relevant. This is likely to be a tedious affair which, if not
diligently carried out, risks causing any gains from the framework to fall by the wayside.

The registration and regulation of portfolio managers is necessary particularly when the
mechanism of market reputation falls short. The imposition of a registration framework ensures
that managers are held to minimum standards of care, skill, diligence and disclosure in their
administration of the portfolio and helps to provide protection should issues arise with the
investment. The introduction of a licensing framework signals to the market the high risks that an
investment in crypto assets brings. While the registration framework will only apply to managers
within the Hong Kong market, it should be recognized that any measure proposed by any other
regulator will also be similarly limited to its respective jurisdiction. However, this framework will
nonetheless have the dual effects of raising minimum standards within the jurisdiction and sending
a warning discouraging investors from leaving their money with unlicensed foreign managers
ungoverned by the framework. While it remains possible that foreign managers will be able to
circumvent the requirements by simply dealing on the Internet, this reflects the current limits of
the law which remains bound by the concepts of sovereignty and jurisdiction. In any case, it would
be impracticable for a regulator to attempt to prevent investors from taking their money to other
jurisdictions – an investor that wishes to take on such a risk should be allowed to do so and the
most the regulator can do is to provide warnings.

3. Disqualification or regulatory blacklist

Another regulatory mechanism is disqualification, which can encompass a rich collection of
techniques. Using timing as a benchmark for discussion, disqualification can be *ex ante*, with the
aim to prevent certain offerings from happening, or *ex post*, with the aim to punish criminal or
fraudulent activities discovered during an offering process by barring the participants’ future
involvement in the ICO market.
A prominent example of *ex ante* disqualification in a similar context is the “bad actor disqualification” under Rule 503 of the United States Regulation Crowdfunding regime, which seeks to disqualify an offering if the issuer or any other “covered person” has experienced a disqualifying event, such as a conviction of securities fraud. An arguable case can be made for considering the abovementioned example as an *ex post* measure instead, given that the effect of the disqualification is *ex post* with respect to the particular disqualifying event in question. However, a more granular analysis of the underlying basis of the rule reveals the weakness in this argument. Particularly, the list of disqualifying events under the Regulatory Crowdfunding regime seems to cover a generic range of activities, including making false filings with the SECs or revoking of a license (with no reason specified) to act as a broker, dealer, investment adviser and funding portal for covered persons other than the issuer. The regulatory technique uses somewhat related securities violations or improper behavior as vague proxies to guard against the specific possibility of wrongdoing in crowdfunding; in other words, this aims to prevent a narrow stream of wrongdoings from occurring by relying on evidence of broadly defined prior wrongdoing. This is very much an *ex ante* philosophy that risks overregulation to achieve a preventive function.

Arguably, to directly transplant this rule into the ICO context may do more harm than good and risks killing the market entirely. Prospective issuers may be discouraged from seeking ICO even if they have only rubbed shoulders the wrong way with the SEC in a very minor incident. The reason why this risk did not seem to materialize in the crowdfunding space is that the disqualification is with respect to the issuer’s ability to rely on the statutory exemption; even if disqualified, the issuer could still choose to undergo the more onerous procedures for an ordinary offering. For ICOs, however, unless the regulatory authority is prepared to create an exemption for expedited ICOs (which is difficult given the lack of similar safeguarding infrastructure such as licensed intermediaries in Regulation Crowdfunding), it would be all or nothing for prospective issuers once this type of disqualification rule applies.

---

The purpose of this detailed analysis as to why the current bad actor disqualification in regulation Crowdfunding is more of an *ex ante* rule is to shed light on what regulators can do to turn the rule into an *ex post* one seeking to punish wrongdoers in the ICO context instead. Logically, in order to devise appropriate punishments, the regulator must carefully consider the exact contours of fraudulent or criminal activities in an ICO on which it wishes to impose punishments. To then enumerate these targeted activities as disqualifying events under its ICO regulatory framework would turn the rule into an *ex post* one, striking a right balance between guarding against scams and nurturing a conducive market.

More specifically, to achieve this regulatory goal, another lens through which disqualification can be understood warrants further discussion— the kind of actors covered under the rule. Again, using the example of the Regulation Crowdfunding disqualification, it can be seen that a great variety of actors can trigger disqualification, including the issuer itself, the management and major shareholders of the issuer, the promoters, the solicitors and their management.¹⁴⁴ These can be broadly classified into three distinct types of actors: the issuer entity, the intermediary, and the key individuals acting behind them. In the context of ICO regulation, however, some of these actors pose difficult issues in enforcement. Most notably, the issue of extraterritoriality haunts all three types of actors: ICO activities seem to be unprecedentedly elusive of national boundaries as compared to other forms of alternative financing in the rise during recent years, and these activities entail cross-border operations of virtual currency exchanges (the “intermediaries” in this case) and the potential geographical disconnect between the issuer (and its personnel) and the targeted funders. These raise difficult questions as to whether disqualification rules in a given jurisdiction should apply, and if they do, then to which specific persons.

4. Regulation of enforcement

¹⁴⁴ *Supra* note 142.
In addition to improving the regulation surrounding ICOs, it is also important to implement an effective framework for enforcement. Regulation of enforcement in the crypto-space, while not directly impacting VCs, is nonetheless crucial in improving the regulatory environment so as to heighten the market integrity in ICOs and, in turn, facilitate the development of a healthy venture capital-crypto ecosystem.

Nevertheless, enforcement can hardly be described as a standalone regulatory strategy given that its efficacy closely depends on the substantive regulatory norms, enforcement procedures, and the capacities of officials in charge of enforcement in a given jurisdiction. The importance of these two elements will be explored in the context of public and private enforcement in turn.

In terms of public enforcement (criminal and statutory sanctions being the primary subjects of discussion here), regulators generally face less of an issue with procedures and costs as compared to private individuals, with the most prominent constraint perhaps being an enforcement agency’s resources and budget limits. Instead, the key to successful public enforcement action is a good framework of substantive regulatory norms.

In the crypto context, the SEC has taken a number of securities enforcement actions against various problems in the market, including, such as: (1) Trading Halts or Suspensions; (2) Securities Fraud or Ponzis; (3) Pump and Dumps; (4) Unregistered Offerings; (5) Unregistered
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145 Lin Lin, supra note 38, 363.
147 Victura Construction (Feb. 2018); PDX Partners (Feb. 2018); Cherubim (Feb. 2018); HD View (Mar. 2018); IBITX (Apr. 2018); Evolution Blockchain (June 2018); Bitcoin Tracker One / Ether Tracker One (Sept. 2018); American Retail Group (Oct. 2018)
148 Shavers (July 2013); GAW Miners / ZmMiner (Dec. 2015); REcoin (Sept. 2017); PlexCorps (2017); AriseBank (Jan. 2018); Bitfunder (Feb. 2018); Centra (Apr. 2018) Titanium Blockchain (May 2018); Tomahawk (Aug. 2018); Blockvest LLC (Oct. 2018)
149 Voorhees (June 2014); Munchie (Dec. 2017); Longfin (Apr. 2018); Jesky (July 2018).
Exchanges;\textsuperscript{150} (6) Unregistered Broker Dealers;\textsuperscript{151} (7) Unregistered Investment Company;\textsuperscript{152} (8) Illegal Offering of Complex Financial Products (security-based swaps).\textsuperscript{153}

The challenges to establishing a substantive framework are two-fold: first, the regulation over ICOs or crypto differs substantially from country to country largely due to the path dependence in the development of its regulatory approach. Jurisdictions tend to take a leaf from existing similar regulatory frameworks such as consumer protection laws and securities laws. Similar path dependence can be observed in academics’ suggestion for the specific application of Chinese general illegal fundraising laws in the crowdfunding context.\textsuperscript{154} A potential difficulty in this practice is whether such approximation will continue to hold true in the ICO context as technological advances and developments exceed regulators’ wisdom.

The second challenge to creating a good substantive framework for public enforcement is that regulators may start out with different preferences on the investor-protection-market-building balance. Countries keen on encouraging the growth of the ICO market would naturally take a more hands-off and cautionary approach in devising applicable regulatory norms, often manifested in the unwillingness to make early decisions on intervention and the tendency to postpone legislative actions.\textsuperscript{155} On the other hand, there are countries which are overwhelmingly concerned with the danger of fraud and ban ICOs outright,\textsuperscript{156} such that there can be little discussion on a “substantive regulatory framework” apart from liability for conducting illegal ICOs. The adoption of these contrasting philosophies in public enforcement is likely to lead to diametrically opposite results on the dynamics and growth of the ICO markets (and, in the absence of a market in case of a complete ban, the ethos among ICO investors) in these respective jurisdictions.

\textsuperscript{150} BTC Trading / Burnside (Dec. 2014); DAO (July 2017); 1pool Ltd (Sept. 2018); EtherDelta (Nov. 2018).
\textsuperscript{151} TokenLot (Sept. 2018).
\textsuperscript{152} Crypto Asset Management LP (Sept. 2018).
\textsuperscript{153} Sand Hill Exchange (June 2015).
\textsuperscript{154} Supra note 145, at 363.
\textsuperscript{155} See similar trend in crowdfunding regulation described in John Armour and Luca Enriques, The Promise and Perils of Crowdfunding: Between Corporate Finance and Consumer Contracts.
In terms of private enforcement, all the above problems in substantive rule-making can similarly impact private individuals seeking justice, only that the norms in question are civil liability rules instead of criminal and statutory rules. More importantly, the ease with which individual plaintiffs can navigate civil procedures can be crucial to the efficacy of private enforcement. Procedures have already proven to be a major determinant of the private enforcement landscape in traditional securities law, where factors such as the robustness of the discovery process, lawyer’s compensation rules and opt-in versus opt-out class action schemes (and sometimes the absence of U.S.-style class action, such as in China, Singapore and Hong Kong) have strong explanatory value for the intensity of private enforcement. There is no obvious reason why these factors will lose importance in private enforcement in the ICO context, especially considering that countries have the tendency to rely on existing securities law norms for ICO regulation as explained above.

VI. Conclusion

Venture capital’s role in fostering cutting-edge technology companies is invaluable. The rise of the crypto-markets offering a new asset class and the ICOs presenting a new funding model has prompted a structural shift in the venture capital sector. The question is which business model – whether hybrid or pure – will add more value to start-ups and is the most suitable legal vehicle for investors. Considering the changes within the venture capital sector, close attention should be paid to how to address new risks brought about by the novel venture capital or ICO hybrid models and how to effectively protect investors in face of regulatory uncertainty. While regulation should continue to support innovation and the application of beneficial technologies, including blockchain

160 See, for example, Bernard S. Black et al., Outside Director Liability, 58 Stanford Law Review 1055 (2006).
technologies, improvements can be made to the regulatory system by increased regulatory clarity on crypto-centric funds and fund managers. Regulation should also be complemented by effective enforcement, as well as various market mechanisms including contractual design, reputation and insurance.